**According to the Storage Limitation Principle –**

1. Personal data should be processed in a manner that ensures appropriate security and confidentiality of the personal data. *This answer is incorrect because this is defined under Integrity and Confidentiality Principle.*
2. The controller shall be responsible for and be able to demonstrate compliance with the Data Protection Principles. *This answer is incorrect because this is defined under Accountability Principle.*
3. Personal data shall be kept for no longer than is necessary for the purposes for which the personal data are processed. *This answer is correct because this is defined under Storage Limitation Principle.*
4. Personal data shall be accurate and kept up to date. *This answer is incorrect because this is defined under Accuracy Principle.*

Answer: c) Personal data shall be kept for no longer than is necessary for the purposes for which the personal data are processed.

**General Data Protection Regulation (GDPR) introduces a series of key principles that describe how businesses should behave when processing the personal data of individuals within the European Union. Select an option which is not included under the key principle series.**

1. Lawfulness, fairness and transparency. *This answer is incorrect because this is included under the key principles of the GDPR according to which processing personal data to be lawful, fair, and transparent, the specific purpose needs to be explicit, legitimate and determined at the time of the collection.*
2. Authentication. *This answer is correct because this is not included under the key principle of the GDPR.*
3. Data Minimization. *This answer is incorrect because this is included under the key principles of the GDPR according to which data processing shall be limited to what is necessary in relation to the purposes outline for which they are processed.*
4. Storage Limitation. *This answer is incorrect because* *this is included under the key principles of the GDPR according to which personal data shall be kept for no longer than is necessary for the purposes for which the personal data are processed.*

Answer: b) Authentication.

**Select an option which is correct with respect to Accountability Principle.**

1. The controller shall be responsible for and be able to demonstrate compliance with the Data Protection Principles. *This answer is correct because according to Accountability Principle* *the controller shall be responsible for and be able to demonstrate compliance with the Data Protection Principles.*
2. Personal data should be processed in a manner that ensures appropriate security and confidentiality of the personal data. *This answer is incorrect because this is defined under Integrity and Confidentiality Principle.*
3. Personal data shall be kept for no longer than is necessary for the purposes for which the personal data are processed. *This answer is correct because this is defined under Storage Limitation Principle.*
4. Personal data shall be accurate and kept up to date. *This answer is incorrect because this is defined under Accuracy Principle.*

Answer: a) The controller shall be responsible for and be able to demonstrate compliance with the Data Protection Principles.

**“You can't store personal data forever, once you've used it for its original purpose”. This is correct for which rule of the GDPR.**

1. Data Minimization. *This answer is incorrect because data minimization ensures data processing limitation to what is necessary in relation to the purposes outline for which they are processed.*
2. Storage Limitation. *This answer is correct because storage limitation ensures that the personal data are not kept longer than necessary, time limits should be established by the controller for erasure or for a periodic review.*
3. Accuracy. *This answer is incorrect because this principle ensures personal data should be accurate and kept up to date.*
4. Integrity & Confidentiality. *This answer is incorrect because according to this principle the personal data should be processed in a manner that ensures appropriate security and confidentiality of the personal data.*

Answer: b) Storage Limitation.

**According to the Integrity & Confidentiality Principle of the GDPR –**

1. The controller shall be responsible for and be able to demonstrate compliance with the Data Protection Principles. *This answer is incorrect because this is defined under Accountability Principle.*
2. Personal data shall be kept for no longer than is necessary for the purposes for which the personal data are processed. *This answer is incorrect because this is defined under Storage Limitation Principle.*
3. Personal data shall be accurate and kept up to date. *This answer is incorrect because this is defined under Accuracy Principle.*
4. Personal data should be processed in a manner that ensures appropriate security and confidentiality of the personal data. *This answer is correct because this is defined under Integrity and Confidentiality Principle according to which personal data should be processed in a manner that ensures appropriate security and confidentiality of the personal data.*

Answer: d) Personal data should be processed in a manner that ensures appropriate security and confidentiality of the personal data.